
This Privacy Policy applies to the website: https://albadron.com 

Our data protection officer is the key contact for every data protection inquiry; office@albadron.com 

This Privacy Policy explains how we collect and process personal data via website. We include links 

of other website-our partners organisations, however they have their own privacy policies. In case 

Albadron changes the terms of this Privacy Policy all users will be notified through the publication of 

the new Privacy Policy on the website. 

Understanding GDPR 

Natural persons may be associated with online identifiers provided by their devices, applications, 

tools and protocols, such as internet protocol addresses, cookie identifiers or other identifiers such 

as radio frequency identification tags. This may leave traces which, in particular when combined with 

unique identifiers and other information received by the servers, may be used to create profiles of the 

natural persons and identify them. In other words, cookies, insofar as they are used to identify users, 

qualify as personal data and are therefore subject to the GDPR.   

The GDPR is legally effective from 25 May 2018 in all EU member states.  

Companies, organizations do have a right to process their users’ data as long as they receive consent 

or if they have a legit interest. The consent of the users shall be valid, informed, specific and freely 

given. 

Albadron shall also notify the competent supervisory state authorities in case a data breach happens 

based on the GDPR new changes of 2020. 

Why does data processing happen 

1. You (“the user”) give your prior consent 

2. You have a legitimate interest of the data controller or third-party 

3. Data processing is necessary to protect the vital interest of the user or another person 

4. Data processing is in the interest of the public 

Who are data subjects  

Based on article 4.1 of GDPR data subjects are identifiable natural persons which can be identified 

directly or indirectly, in particular by reference to an identifier such as a name, an identification 

number, location data, an online identifier or to one or more factors specific to the physical, 

physiological, genetic, mental, economic, cultural or social identity of that natural person  

Data subject Rights 

• Right to Access & Right to be Forgotten 

Our users have the right to obtain confirmation and also receive information if their data is processed 

and for what purpose.  

We may also provide a copy of your personal data in an electronic format if your request this with us. 

You can also request that we delete all your personal data. 
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• Right to information  

Under article 15 of GDPR you may request to receive information about our processing purposes 

and how long data is stored in our database 

• Right to rectification  

Based on article 16 of GDPR, shall you identify incorrect information, you may request to have your 

data corrected 

• Right to erasure  

Under article 17 of GPDR you can request to have your data deleted if it is processed unlawfully or 

your consent to it  has been revoked. 

• Right to restriction of processing  

Based on article 18 of GDPR, if you do not wish your data to be processed further you can prevent 

this by notifying us. 

• Right to data portability  

Under article 20 of GDPR you have the right to request your  personal data in a readable format  

How we collect your data 

Every time you visit our website and every time a file is called up, data about this process is 

temporarily stored in a log file and processed. Before it is saved, each data record is 

made anonymous by changing the IP address. 

In detail, the following data is stored for each visit: 

• your anonymized IP address, 

• name of the requested page / retrieved file, 

• Date and time of the call / retrieval, 

• amount of data transferred, 

• Message whether the call/retrieval was successful. 

How your data is protected  

We take the privacy of your data very seriously. There are procedures within our team that ensure 

that your data is not misused, destroyed, disclosed and is only accessed by employees while 

performing their duties. If we will engage third parties they will go through measures that are compliant 

with data protection laws. 

Data disclosure 

We will only disclose the user data if we are legally obligated to do so by a request coming from court 

or Albanian authorities. However, if you are object of this you will be notified of such procedure. 


